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1
CHANGE THE DEFAULT

PIN CODE

If you have a Smart TV or Device, the
default PIN code is probably 0000 or

something similar. Change it!



2
KEEP SMART DEVICES
ON A SEPARATE WIFI

NETWORK
Setup a Wifi network just for your

Smart Devices, so in case your TV
was hacked they can’t connect to your

computer.



3
DISABLE STREAMING

SERVICES YOU ARE NOT
USING

If you are using Fire TV or other
streaming solutions, then turn off Wifi

on your TV because you won’t be
using it.



4
MAKE SURE ALL YOUR
DEVICES ARE UPDATED

REGULARLY
If automatic updates are available for

software, hardware, and operating
systems, turn them on.



5
DON’T REUSE THE SAME

PASSWORD ON ALL
DEVICES

Chose a complex password for each
device and make it unique. 



6
TURN ON TWO-FACTOR

AUTHENTICATION

A code will be sent to your phone
whenever anyone attempts to login. 



7
DON’T PLACE SMART

DEVICES WITH CAMERAS
IN BEDROOMS

Or anywhere you feel uncomfortable
in case they get hacked.



“Security Awareness
Simply Explained”
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