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1
SECURE YOUR PASSWORDS

Make sure all critical accounts have
unique and strong passwords that
are not reused anywhere (goes for

kids accounts, too!)

Get the Guide

https://www.wizer-training.com/citizens/secure-your-passwords


2

TURN ON MFA FOR
CRITICAL ACCOUNTS

Start with email, bank, financial &
fav apps. Remember to teach your

teens how to use it!

Get the Guide

https://www.wizer-training.com/citizens/turn-on-multi-factor-authentication-mfa


3
KEEP DEVICES UPDATED

Don't ignore the latest patch or
updates - they have important security
fixes! Check to see if auto-updates are

an option and are turned on.

Get the Guide

https://www.wizer-training.com/citizens/update-computer-and-mobile-devices


BACKUP YOUR DIGITAL LIFE

Consider what your most critical
info is and be sure to periodically

back it up offline.
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Get the Guide

https://www.wizer-training.com/citizens/back-up-your-digital-life


PROTECT YOUR SOCIAL
MEDIA ACCOUNTS

Turn on MFA and question more before
accepting friend requests or clicking on

that amazing offer and talk with your
kids on staying safe in social apps.
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Get the Guide

https://www.wizer-training.com/citizens/protect-your-social-media


PROTECT YOUR PRIVACY

Many apps ask for more access to
your info than needed. Find out
what has access to what & turn

off what is not needed.
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Get the Guide

https://www.wizer-training.com/citizens/safeguard-your-privacy


STAY AWARE OF
COMMON SCAMS

As technology evolves, so do
scammers. Keep up with the latest

scams to stay ahead of them!
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Get the Guide

https://www.wizer-training.com/citizens/avoid-common-scams


Congrats! You've Been Promoted

CFSO CHIEF FAMILY
SECURITY OFFICER

Keep up the good work #StayWizer 



“Security Awareness
Simply Explained”

For detailed guides on these steps visit:
wizer-training.com/citizens


