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LOST ACCESS?
REPORT IT TO THE

SOCIAL APP

�FACEBOOK 
�INSTAGRAM
�TIKTOK 
�LINKEDIN

https://www.facebook.com/help/203305893040179/?helpref=uf_share
https://www.facebook.com/help/203305893040179/?helpref=uf_share
https://www.instagram.com/hacked/
https://www.instagram.com/hacked/
https://support.tiktok.com/en/log-in-troubleshoot/log-in/my-account-has-been-hacked
https://www.linkedin.com/help/linkedin/answer/a1340402/reporting-a-hacked-account?lang=en
https://www.linkedin.com/help/linkedin/answer/a1340402/reporting-a-hacked-account?lang=en
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ASK FRIENDS & FAMILY
TO REPORT THE HACKED

ACCOUNT, TOO, TO
VERIFY YOUR CLAIM &

HELP YOU REGAIN
ACCESS
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ONCE YOU'VE GOT
ACCESS, ENSURE THE

NEW PASSWORD IS LONG
& UNIQUE - DON'T REUSE

ANY PASSWORDS!
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TURN ON MFA FOR YOUR
SOCIAL MEDIA APP

GET QUICK GUIDE HERE

https://www.wizer-training.com/blog/multi-factor-authentication-mfa-set-up-guide-cheat-sheet-for-the-top-16-common-apps


CHECK FOR ANY
UNRECOGNIZED

SECONDARY EMAILS OR
MFA DEVICES ADDED IN

YOUR ACCOUNT SETTINGS
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NOTIFY FRIENDS,
FAMILY, & WORK TO

PROTECT THEM FROM
BEING HACKED AS WELL
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“Security Awareness 
Simply Explained”
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