
Got Notified Your Info
Was In a Data Breach?

 
What to Do Next
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1

CHANGE THE ACCOUNT
PASSWORD IMMEDIATELY.

MAKE SURE IT IS 12+
CHARACTERS LONG &

UNIQUE

GET PASSWORD TIPS HERE

https://www.wizer-training.com/citizens/secure-your-passwords


2

TURN ON MFA (AKA 2FA)
FOR ACCOUNTS

INVOLVED - FIND THE
SETTING UNDER

'SECURITY' OR 'PRIVACY'

GET QUICK GUIDE HERE

https://www.wizer-training.com/blog/multi-factor-authentication-mfa-set-up-guide-cheat-sheet-for-the-top-16-common-apps


3

WAS THE PASSWORD FOR
THE BREACHED ACCOUNT
USED FOR OTHER APPS? 
 IF YES, REPEAT STEPS 1 &

2 FOR EACH OF THOSE
ACCOUNTS, TOO
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IT'S CRITICAL THAT NEW
PASSWORDS ARE NOT

ONES ALREADY IN USE FOR
ANY OTHER ACCOUNTS



5

FOR FINANCIAL ACCOUNTS
SET UP TRANSACTION

ALERTS. KEEP AN EYE ON
ACTIVITIES FOR THE NEXT

FEW MONTHS



6

CONTACT THE BREACHED
COMPANY & ASK FOR

RECOMMENDATIONS ON
WHAT ELSE TO DO TO

PROTECT YOUR ACCOUNT



7

STAY ON ALERT
EXPECT AN INCREASE IN

SNEAKY PHISHING EMAILS



8

FREEZE YOUR CREDIT
IT'S FREE & PREVENTS

SCAMMERS USING YOUR
INFO TO OPEN CREDIT
LINES IN YOUR NAME

QUICK GUIDE HERE

https://www.wizer-training.com/guides/how-to-freeze-child-credit


“Security Awareness 
Simply Explained”
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