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Kids/Teens

Cyber Security
DO's and Don'ts
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DO NOT SIGN UP FOR FREE
PREMIUM ACCOUNTS,

GAME TOKENS, SKINS, OR
WEAPONS

This is phishing!
Hackers will capture your password,
steal the account, or your identity.




BEWARE OF FAKE SOCIAL

MEDIA ACCOUNTS

Hackers can create
social media accounts with the same name
and thumbnail of your favorite
YouTuber...




IF IT SOUNDS TOO GOOD

TO BE TRUE THEN IT
PROBABLY IS

Hackers often use Ads that promote huge
discounts. These are
scams.




ENABLE MULTI-FACTOR
AUTHENTICATION

WHEREVER POSSIBLE

This prevents hackers
from accessing your account remotely
even If they know your password.




DO NOT REUSE THE

SAME PASSWORD FOR
ALL ACCOUNTS

If you're using the same password for
different websites, then all
of your accounts are at risk!




USE STRONG

PASSWORDS

Use a phrase as your
password, the longer the better.




SEXTING IS ILLEGAL!

INCLUDING SENDING OR
KEEPING PICTURES

These nude photos are considered
child pornography, whether they
Include a face or not!
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“Security Awareness

Simply Explained”
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