
10 Internet Safety
Rules To Discuss

With Your Kids Now
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1
DON’T DOWNLOAD FREE

GAME CHEATS OR TOKENS

We Share the Same WiFi, You Will
Get Us All Infected!



2

SAME GOES FOR PIRATED
MOVIES AND GAMES



3
YOUR FRIENDS ONLINE
MAY NOT BE WHO YOU

THINK THEY ARE

Talking to Someone in Person,
Isn’t the Same As Online, They

May Have Been Hacked.



4
DON’T POST PERSONAL

INFORMATION OR
PHOTOS OF OUR HOME

We Are All Entitled to Some Privacy!



5
SAY NO TO APPS THAT

WANT ACCESS TO YOUR
CONTACTS, PHOTO

ALBUM, ETC..

Most Don’t Need It, They Just
Want It.



6
DON’T ACCEPT FRIEND

REQUESTS FROM A
STRANGER

Seriously, You Have No Clue Who
They Are.



7
DON’T SHARE YOUR

PASSWORD WITH
ANYONE

We Mean Anyone!



8
AND DON’T USE THE

SAME PASSWORD
EVERYWHERE

If a Site Gets Hacked and They
Steal Your Password, They Will

Have Access to All Apps.



9
TURN ON MULTI-FACTOR

AUTHENTICATION
EVERYWHERE

So Even if They Have Your
Password, It Won’t Be Enough to

Hack You.



10
WE WILL DO THE SAME

This Is a Mutual Agreement :)



“Security Awareness
Simply Explained”
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