Cybersecurity
Do’s and Don'’ts

For Kids & Teens




Watch Out for Fake
Freebies

“Free skins,” “free weapons,” or
“premium accounts” = bait.
Hackers use these to steal your
passwords and accounts.



Fake Accounts Are
Everywhere

Scammers fake
real YouTubers
or influencers.
Stay on the
lookout for
lookalike pages




If It Sounds Too Good
to Be True...

It probably is. Sketchy
ads look suspicious or
fake -flashy designs,
huge discounts, poor
grammar, and ‘limited-
time' offers usually
mean it's a scam.




Protect Your Accounts

. Turn on multi-factor

authentication (MFA)
. Use strong, unique passwords

. Never reuse the same

password



No Sexting - Ever

Sending or keeping
nude photos - even
of yourself - is
illegal.

It's never private.
Don't risk it.




Think Before You Share
with Al

Al can remember
what you type.

If you wouldn't tell
a stranger, don’t
type It Into a
chatbot.




Security Awareness,
Simply Explained

Stay safe. Stay smart. Share this
with your friends.
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